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**Testing for HTTP Parameter Pollution**

HTTP Parameter Pollution examines the application's response to receiving multiple HTTP parameters with the same name, such as if the parameter username appears twice in the GET or POST parameters.

When multiple HTTP parameters with the same name are supplied, an application may interpret the values in unexpected ways. An attacker may be able to bypass input validation, cause application errors, or change the values of internal variables by exploiting these effects. Because HTTP Parameter Pollution (or HPP) affects a fundamental component of all web technologies, server and client-side attacks are possible.

Please click on this URL to perform this lab <http://wstg.alnafi.com/>